НАЦІОНАЛЬНИЙ ТЕХНІЧНИЙ УНІВЕРСИТЕТ УКРАЇНИ

«КИЇВСЬКИЙ ПОЛІТЕХНІЧНИЙ ІНСТИТУТ

імені Ігоря Сікорського»

Факультет прикладної математики

Кафедра прикладної математики

Звіт

з лабораторної роботи № 5

із дисципліни «Криптографічні методи захисту інформації»

на тему

*Криптографічні алгоритми Діффі-Хеллмана та Ель-Гамаля*

|  |  |
| --- | --- |
| Виконав: | Керівник: |
| студент групи КМ-ХХ | *ст. викладач Бай Ю. П.* |
| *Іваненко І. І.* |  |

Київ — 20\_\_

ЗМІСТ

[Постановка завдань 2](#_Toc103760756)

[Математичне підґрунтя і опис алгоритму Діффі-Хеллмана 3](#_Toc103760757)

[Математичне підґрунтя і опис алгоритму Ель-Гамаля 3](#_Toc103760758)

[Контрольний приклад до алгоритма Діффі-Хеллмана 3](#_Toc103760759)

[Завдання 1. Обмін ключами за алгоритмом Діффі-Хеллмана 4](#_Toc103760760)

[Контрольні приклади до алгоритма Ель-Гамаля 4](#_Toc103760761)

[Завдання 2. Шифрування і розшифрування за алгоритмом Ель-Гамаля 5](#_Toc103760762)

[Список літератури 7](#_Toc103760763)

[Додаток 1 8](#_Toc103760764)

***Мета роботи:*** розробити асиметричні криптосистеми на основі алгоритмів Діффі-Хеллмана та Ель-Гамаля.

# Постановка завдань

1. Скласти програму, яка дозволяє здійснити обмін ключами за алгоритмом Діффі-Хеллмана. Перевірити роботу програми на контрольному прикладі. В якості відправника здійснити обмін ключами з одержувачем, згенерувати спільний ключ. Навести скріншоти детального виконання алгоритму для контрольного прикладу та власного завдання.

1.*а*. Контрольний приклад ([Протокол Діффі-Хеллмана](https://uk.wikipedia.org/wiki/%D0%9F%D1%80%D0%BE%D1%82%D0%BE%D0%BA%D0%BE%D0%BB_%D0%94%D1%96%D1%84%D1%84%D1%96_%E2%80%94_%D0%93%D0%B5%D0%BB%D0%BB%D0%BC%D0%B0%D0%BD%D0%B0))

*g* = 5, *p* = 23, *a* = 6, *b* = 15,

*public key* {*g, p*}= {5*,* 23}

*Alice’s private key* {*a*}= {6}

*Bob’s private key* {*b*}= {15}

***K* = 2**

1.*б*. Виконати дії відправника та одержувачА, згенерувати спільний ключ *К,* заповнити *Таблицю 1*. Результати також записати в гугл-таблицю [Завдання ЛР 5](https://docs.google.com/spreadsheets/d/162sc672AWdm0WRwFi2c_4W_nY0QfqQcwDUWSAkf0Vu8/edit?usp=sharing).

2. Скласти програму, яка дозволяє виконувати шифрування та розшифрування за алгоритмом Ель-Гамаля. Перевірити роботу програми на контрольних прикладах. Навести скріншоти детального виконання алгоритму для контрольних прикладів (*а, б*) та власного завдання (*в*).

2.*а*. Контрольний приклад 1 ([Схема Ель-Гамаля](https://uk.wikipedia.org/wiki/%D0%A1%D1%85%D0%B5%D0%BC%D0%B0_%D0%95%D0%BB%D1%8C-%D0%93%D0%B0%D0%BC%D0%B0%D0%BB%D1%8F))

2.*б*. Контрольний приклад 2 ([ElGamal encryption](https://drive.google.com/file/d/11ul0MvFWCs2ZNP_qk2fL1_P-bvHLDgtH/view?usp=sharing))

2.*в*. Виконати дії відправникА: використовуючи заданий відкритий ключ, зашифрувати День свого народження, записаний у форматі *“ddmm”,* або інше число в діапазоні від 101 до 3112. Результати шифрування **для двох різних випадкових чисел *k*1 i *k*2** записати в [Завдання ЛР 5](https://docs.google.com/spreadsheets/d/162sc672AWdm0WRwFi2c_4W_nY0QfqQcwDUWSAkf0Vu8/edit?usp=sharing). Розшифрувати одержані криптотексти. Заповнити *Таблиці 2, 3*.

*Увага! Як визначити М ?*

*01 січня* → *M* = 101 … 4 *липня* → *M* = 407 … *31 грудня* → *M* = 3112 .

# Математичне підґрунтя і опис алгоритму Діффі-Хеллмана

……

# Математичне підґрунтя і опис алгоритму Ель-Гамаля

……

# Контрольний приклад до алгоритма Діффі-Хеллмана

[Протокол Діффі-Хеллмана](https://uk.wikipedia.org/wiki/%D0%9F%D1%80%D0%BE%D1%82%D0%BE%D0%BA%D0%BE%D0%BB_%D0%94%D1%96%D1%84%D1%84%D1%96_%E2%80%94_%D0%93%D0%B5%D0%BB%D0%BB%D0%BC%D0%B0%D0%BD%D0%B0)

Виконати приклад. Додати скріншот, що містить усі проміжні результати.

# Завдання 1. Обмін ключами за алгоритмом Діффі-Хеллмана

*Таблиця 1.*

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| ***f(x) = gx mod p*** | | | | | |
|  |  |  |  |  |  |
|  | ***Alice (Відправник)*** |  |  | ***Bob (Одержувач)*** |  |
| 1 | Обирає і публікує прості числа *g, p (частини відкритого ключа)* | {3,17} |  |  |  |
| 2 | Обирає секретний ключ ***a*** | **4** |  | Обирає секретний ключ ***b*** | **6** |
| 3 | Обчислюєі публікує *A=g****a*** *mod p* | A=13 |  | Обчислюєі публікує *B = g****b*** *mod p* | B=15 |
| 4 | Обчислює *K=B****a*** *mod p* | **16** |  | Обчислює *K=A****b*** *mod p* | **16** |

# Контрольні приклади до алгоритма Ель-Гамаля

2.*а*.

2.*б*.

# Завдання 2. Шифрування і розшифрування за алгоритмом Ель-Гамаля

*Таблиця 2 (Шифрування 1).*

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | ***Alice*** (ВІДПРАВНИК) |  |  | ***Bob*** (ОДЕРЖУВАЧ) |  |
|  |  |  | 1 | Обирає прості числа *g, p (g - генератор, p - модуль)* | *g* = 2 *p* = 2357 |
|  |  |  | 2 | Обирає секретний ключ ***x*** | **1751** |
|  |  |  | 3 | Обчислює *y=g****x*** *mod p* | *y* = 1185 |
|  |  |  | 4 | Публікує відкритий ключ{*p, g, y*} | 2357, 2, 1751 |
| 5 | Одержує відкритий ключ{*p, g, y*} | 2357, 2, 1751 |  |  |  |
| 6 | Обирає текст для шифрування *M* | 2035 |  |  |  |
| 7 | Обирає випадкове ціле число *k*: *k* < *p - 2* | 1520 |  |  |  |
| 8 | Обчислює *a = g^k* mod *p* та *b = (y^k ∙ M)* mod *p* | *a* = 1430 *b* = 697 |  |  |  |
| 9 | Надсилає одержувачу шифротекст *(a; b).* | 1430, 697 |  |  |  |
|  |  |  | 10 | Використовуючи секретний ключ ***x***, розшифровує отриманий шифротекст:  M′ = (*a****^***(*p-1-x*) ∙*b*) mod *p* | M′ = 2035 |

*Таблиця 3 (Шифрування 2).*

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | ***Alice*** (ВІДПРАВНИК) |  |  | ***Bob*** (ОДЕРЖУВАЧ) |  |
|  |  |  | 1 | Обирає прості числа *g, p (g - генератор, p - модуль)* | *g* = 2 *p* = 2357 |
|  |  |  | 2 | Обирає секретний ключ ***x*** | **1751** |
|  |  |  | 3 | Обчислює *y=g****x*** *mod p* | *y* = 1185 |
|  |  |  | 4 | Публікує відкритий ключ{*p, g, y*} | 2357, 2, 1751 |
| 5 | Одержує відкритий ключ{*p, g, y*} | 2357, 2, 1751 |  |  |  |
| 6 | Обирає текст для шифрування *M* | 2035 |  |  |  |
| 7 | Обирає випадкове ціле число *k*: *k* < *p - 2* |  |  |  |  |
| 8 | Обчислює *a = g^k* mod *p* та *b = (y^k ∙ M)* mod *p* |  |  |  |  |
| 9 | Надсилає одержувачу шифротекст *(a; b).* |  |  |  |  |
|  |  |  | 10 | Використовуючи секретний ключ ***x***, розшифровує отриманий шифротекст:  M′ = (*a****^***(*p-1-x*) ∙*b*) mod *p* | M′ = 2035 |
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# Додаток 1

**Скріншоти виконання обчислень**